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20593–0001 (for district offices, consult your 
phone book). 

9. Former components of the Department 
of Treasury: 

The Federal Law Enforcement Training 
Center does not maintain a conventional 
public reading room. Records that are re-
quired to be in the public reading room are 
available electronically at http:// 
www.fletc.gov/irm/foia/readingroom.htm 

U.S. Customs Service, 1300 Pennsylvania 
Avenue, NW., Washington, DC 20229 (for a 
list of field office public reading rooms 
please consult 19 CFR 103.1). 

U.S. Secret Service, Main Treasury, 1500 
Pennsylvania Avenue, NW., Washington, DC 
20220 

10. Federal Emergency Management Agen-
cy: 

Federal Emergency Management Agency, 
Federal Center Plaza, 500 C Street, SW., 
Room 840 Washington, DC 20472 (for regional 
offices, consult your phone book) 

11. Former components of the General 
Services Administration: 

For the Federal Computer Incident Re-
sponse Center and the Federal Protective 
Service: Central Office, GSA Headquarters, 
1800 F Street, NW., (CAI), Washington, DC 
20405 (for regional offices, consult your phone 
book). 

PART 7—CLASSIFIED NATIONAL 
SECURITY INFORMATION 

Sec. 
7.1 Purpose. 
7.2 Scope. 
7.3 Definitions. 
7.11 Authority of the Under Secretary for 

Information Analysis and Infrastructure 
Protection. 

7.21 Classification and declassification au-
thority. 

7.31 Mandatory review for declassification 
requests. 

AUTHORITY: 5 U.S.C. 301; 6 U.S.C. 122; E.O. 
12958, 60 FR 19825; 3 CFR, 1995 Comp., p. 333; 
E.O. 13142, 64 FR 66089, 3 CFR, 1999 Comp., p. 
236; 32 CFR part 2001. 

SOURCE: 68 FR 4074, Jan. 27, 2003, unless 
otherwise noted. 

§ 7.1 Purpose. 
The purpose of this part is to ensure 

that information within the Depart-
ment of Homeland Security (Depart-
ment) relating to the national security 
is classified, safeguarded, and declas-
sified pursuant to the provisions of Ex-
ecutive Order 12958, as amended, and 
implementing directives from the In-
formation Security Oversight Office of 

the National Archives and Records Ad-
ministration (ISOO). 

§ 7.2 Scope. 

(a) All employees granted access to 
classified information by the Depart-
ment are governed by this part, and by 
the standards in Executive Order 12958, 
as amended, any other applicable Exec-
utive Order, and directives promul-
gated under those Executive Orders. If 
any portion of this part conflicts with 
any portion of Executive Order 12958, 
as amended, or any other applicable 
Executive Order, the Executive Order 
shall apply. The provisions established 
by this subpart shall apply to each 
component of the Department, includ-
ing all Department components that 
are transferred to the Department, ex-
cept to the extent that a Department 
component has adopted separate guid-
ance with regard to classified national 
security information and access. 

(b) This part applies to non-con-
tractor personnel, to include state and 
local officials, and contractor per-
sonnel who are entrusted with classi-
fied national security information 
originated within or in the custody of 
the Department. 

(c) This part is independent of and 
does not affect any classification pro-
cedures or requirements of the Atomic 
Energy Act of 1954, as amended (42 
U.S.C. 2011 et seq.). 

(d) This part does not, and is not in-
tended to, create any right to judicial 
review, or any other right or benefit or 
trust responsibility, substantive or 
procedural, enforceable by a party 
against the United States, its agencies 
or instrumentalities, its officers or em-
ployees, or any other person. 

§ 7.3 Definitions. 

The terms defined or used in Execu-
tive Order 12958, as amended, and the 
implementing directives in 32 CFR part 
2001, are applicable to this part. 

§ 7.11 Authority of the Under Sec-
retary for Information Analysis and 
Infrastructure Protection. 

The Under Secretary for Information 
Analysis and Infrastructure Protection 
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is designated as the senior agency offi-
cial as required by section 5.6(c) of Ex-
ecutive Order 12958 and, except as spe-
cifically provided elsewhere in this 
part, is authorized to administer the 
Department’s national security infor-
mation program pursuant to Executive 
Order 12958, as amended. 

§ 7.21 Classification and declassifica-
tion authority. 

(a) Top Secret original classification 
authority may only be exercised by the 
Secretary and by officials to whom 
such authority is delegated in writing 
by the Secretary. As a minimum, the 
Under Secretary for Information Anal-
ysis and Infrastructure Protection will 
be delegated this authority. No official 
who is delegated Top Secret classifica-
tion authority pursuant to this para-
graph may redelegate such authority. 

(b) The Under Secretary for Informa-
tion Analysis and Infrastructure Pro-
tection may delegate original Secret 
and Confidential classification author-
ity to other officials determined to 
have frequent need to exercise such au-
thority. No official who is delegated 
original classification authority pursu-
ant to this paragraph may redelegate 
such authority. 

(c) Officials authorized to classify in-
formation at a specified level are also 
authorized to classify information at a 
lower level. In the absence of an offi-
cial authorized to exercise classifica-
tion authority pursuant to this section, 
the person designated to act in lieu of 
such official may exercise the official’s 
classification authority. 

§ 7.31 Mandatory review for declas-
sification requests. 

Any person may request classified in-
formation be reviewed for declassifica-
tion pursuant to the mandatory declas-
sification review provisions of section 
3.6 of Executive Order 12958. Such re-
quests shall be sent to the Under Sec-
retary for Information Analysis and In-
frastructure Protection, Department of 
Homeland Security, 1800 G Street, NW., 
Washington, DC. 

PART 9—RESTRICTIONS UPON 
LOBBYING 

Subpart A—General 

Sec. 
9.1 Conditions on use of funds. 
9.2 Definitions. 
9.3 Certification and disclosure. 

Subpart B—Activities by Own Employees 

9.11 Agency and legislative liaison. 
9.15 Professional and technical services. 
9.20 Reporting. 

Subpart C—Activities by Other than Own 
Employees 

9.23 Professional and technical services. 

Subpart D—Penalties and Enforcement 

9.31 Penalties. 
9.32 Penalty procedures. 
9.33 Enforcement. 

Subpart E—Exemptions 

9.41 Secretary of Defense. 

Subpart F—Agency Reports 

9.51 Semi-annual compilation. 
9.52 Inspector General report. 

APPENDIX A TO PART 9—CERTIFICATION RE-
GARDING LOBBYING 

APPENDIX B TO PART 9—DISCLOSURE FORM TO 
REPORT LOBBYING 

AUTHORITY: Sec. 319, Pub. L. 101–121, 103 
Stat. 750 (31 U.S.C. 1352); Pub. L. 107–296, 116 
Stat. 2135 (6 U.S.C. 1 et seq.); 5 U.S.C. 301. 

SOURCE: 68 FR 10912, Mar. 6, 2003, unless 
otherwise noted. 

Subpart A—General 

§ 9.1 Conditions on use of funds. 
(a) No appropriated funds may be ex-

pended by the recipient of a Federal 
contract, grant, loan, or cooperative 
agreement to pay any person for influ-
encing or attempting to influence an 
officer or employee of any agency, a 
Member of Congress, an officer or em-
ployee of Congress, or an employee of a 
Member of Congress in connection with 
any of the following covered Federal 
actions: the awarding of any Federal 
contract, the making of any Federal 
grant, the making of any Federal loan, 
the entering into of any cooperative 

VerDate Aug<04>2004 04:22 Jan 14, 2005 Jkt 205011 PO 00000 Frm 00034 Fmt 8010 Sfmt 8010 Y:\SGML\205011T.XXX 205011T


